
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
 

Coffee & registration  0830 – 0900 

1. Welcome and Introductions 0900 – 0940 

2. Threat Briefing 0940 – 0955 

3. Breakout 1: Culture Clash 

 Barriers to engagement 
0955 – 1055 

Networking, coffee & tea 1055 – 1115 

4. Threat Briefing 1115 – 1130 

5. Breakout 2: Exposure diagnostic  

 How exposed are organisations? 

 What’s the nature of the exposure? 

1130 – 1230 

6. Threat Briefing 1230 – 1245 

Networking & lunch 1245 – 1345 

7. Breakout 3: Cyber Risk in OT Environments 

 How to support risk management in OT environments using ISF’s IRAM2 threat templates 
1345 – 1445 

Networking, coffee & tea 1445 – 1505 

8. Breakout 4: Design Principles and Good Practice 

 What security principles could apply and when? 

 What interventions are possible when design principles are too late? 

 What can security practitioners learn from OT practices? 

1505 – 1555 

9. Wrap-up  1555 – 1605 
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